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Abstract. With the rapid development of machine learning and artificial intelligence, the digital world is generating data at an alarming rate. This big data is bringing life to the development of medicine, from monitoring the safety of drugs, to the allocation of medical resources, to the diagnosis and treatment of complex diseases. But the development of big data also brings many risks and challenges, and it is particularly important to deal with the privacy of the data. Big data in medicine includes biological data, biometric data and e-health data, which are used by multiple organizations such as academia, medical institutions, and government departments. On the one hand, the data is widely used, and on the other hand, the public's idea of data protection is getting stronger and stronger, and many problems have arisen over time. This article concludes from the previous literature that more and more data are being used in an unregulated way and more people think they have lost control over data because of the incomplete aspects of the law and the difficulty for the government to control the level of privacy protection in some cases.
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1. Introduction
The concept of Big Data was introduced by McKinsey, a leading global consulting firm, back in the 1990s, when McKinsey stated, "Data, which has permeated every industry and business function today, has become an important production factor. The mining and use of massive amounts of data by people heralds a new wave of productivity growth and consumer surplus". Since then, big data has been used in various fields such as physics, biology, environmental ecology and even military, financial and communication industries. With the rapid development of machine learning and artificial intelligence, big data has once again aroused attention and has been frequently used in the medical field. From monitoring the safety of drugs, to the allocation of medical resources, to the diagnosis and treatment of complex diseases, big data has been creating value for the development of medicine [1], but the rapid development has also raised concerns about data privacy issues. This review introduces the concepts of big data and privacy separately to give readers a basic idea of both, followed by the problems and their causes at this stage, and also gives a feasible way forward. By summarizing the medical privacy issues in big data in recent decades and suggesting some feasible ways forward, this paper enables the reader to have a detailed understanding of this area.

2. What is big data and what is privacy?
Since the 1980s, the volume of data has generally increased, with collection rates doubling every 40
months [2], and by 1990, McKinsey introduced the term "Big Data", which is defined by the McKinsey Global Institute as a collection of data so large that it is significantly beyond the capabilities of traditional databases in terms of acquisition, storage, management, and analysis. It is a collection of data that is so large that it exceeds the capabilities of traditional databases in terms of acquisition, storage, management, and analysis. It has four major characteristics: 1): unlike data, the starting unit of big data is at least PB. China Mobile has over 800 million users, 14 TB of new data acquired every day, and a cumulative stock of 300 PB. Amazon deals with trillions of bytes of data every day. 2): a wide range of data types, including letters, numbers, text, pictures, audio and other forms. 3): the fast processing of data; In the face of massive data, big data is different from the traditional data mining, it has a higher processing efficiency. 4): the value of data density is low; an 8Mbps camera an hour to produce data volume of about 3.6GB, a month 2.59TB, many cities cameras up to hundreds of thousands, a month of data volume reached hundreds of petabytes, save too long storage volume can even reach EB magnitude. The volume of data is so huge, but often only a small fraction of it is valuable enough to characterise the low value density of the data. With the rapid development of machine learning and artificial intelligence, the application field of big data has become more extensive. For example, the decision of prevention and control by analyzing the data of COVID-19 [3], the shopping platform will infer your preferences and push the corresponding goods according to your browsing records, the navigation software deduces the real-time road condition and provides the best route with the help of big data, and the electronic medical record launched by the hospital has greatly improved the efficiency of work. Although Big Data has effectively changed our lives, it has also raised concerns about privacy issues.

According to Moore, because humans need to cooperate to survive, an assembled society requires a governing order to maintain stability, and privacy describes the extent to which this governing order can interfere with the lives of individuals at most. The modern discussion of privacy dates back to the early 17th century when Sir Edward Coke, the British Attorney General, proposed that "every man's house is to him his castle and fortress, and his defense against injury and violence, and his repose. This idea was amended in 1791 to "The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures" and incorporated into the U.S. Constitution. The Universal Declaration of Human Rights, subsequently adopted in 1948, established privacy as a fundamental human right. With the advent of the digital communication revolution, privacy is defined as the right to control personal information, which includes information about one's property, correspondence, and various actions and transactions [4]. At a time when big data tells the development, the coexistence of the demand for large amounts of data in various fields on the one hand, and the protection of data privacy by law on the other hand, is bound to raise many issues. In the following paper, we will discuss the current situation of the problem and the reasons for its formation.

3. Privacy issues arising from big data

3.1. Current status of the problem

With the development of the online world, people's lives are gradually "data-driven" and a large amount of personal information is stored on the Internet. In the medical field, although most countries consider medical data to be legally owned by patients [5], people have expressed their loss of control over the data, and this situation is particularly evident in the medical field. particularly evident. According to a recent Eurobarometer survey, 15% believe they have full control over their personal information and as many as 31% believe they have no control over their information at all, in addition to the 69% who believe their data is being used in areas they did not authorize in the first place. And most people want to have control over their information themselves. According to a recent survey on Americans' attitudes toward privacy, security, and surveillance, 93% of respondents agreed that it is important or very important to control who has access to information about them [6].

Medical data, as patient privacy, has legal protection on the one hand, and patients themselves want
to be able to control their own data. So why do only a minority of people think they can control their own data?

3.2. Reasons for problem formation

3.2.1. Incompleteness of the law. In 1996, Congress enacted the Health Insurance Circulation and Accountability Act, and in 1999, the Secretary of Health and Human Services, HHS, proposed an initial version of the Privacy Rule, which now incorporates amendments to the Health Information Technology for Economic and Clinical Health (HITECH) Act of 2008 and the "Genetic Information Nondiscrimination (GINA) Act of 2008 [7] and the EMR added in 2013 [8]. As the primary governing law for health data privacy, although HIPAA has undergone several amendments since its introduction, it still seems to have many problems today.

The first is that, in the face of the rise of artificial intelligence, the previous way of encrypting information is no longer applicable today. Previously, HIPPAA protected patients from privacy violations by removing a set of 18 specified identifiers while sharing data out to prevent patient identification, but nowadays, de-identified data can be used to identify patients by measuring other data sets in comparison [9]. Using artificial intelligence and big data techniques, researchers at the University of Zurich mined 120,000 legal records and compared them to publicly available datasets, demonstrating that big data combined with artificial intelligence can identify individuals in confidential cases, and another researcher in the study noted that the procedure could in principle be applied to any publicly available database [10]. This shows that there is a relatively large gap in the protection of patient privacy by removing specified identifiers.

Then there is the difficulty of defining whether there is a privacy violation in today's law. There are cases where citizens claim that their sensitive information was not protected due to corporate negligence, but the courts dismiss the claims as not having suffered actual harm [11]. In addition, in the face of the current era of data mining, it is difficult to define whether indirectly generating data about others through data mining is a privacy violation. knowledge, and that there are legal and normative reasons to reject the notion that inference may violate privacy [9].

Secondly, the scope of HIPPA is too small. HIPAA proposes that the regulations apply to all "covered entities", which include most healthcare providers, insurance companies and hospitals [9], but these entities do not include Many large technology companies, such as Apple and Google, are excluded. With technology advances and the pursuit of health, wearable devices have grown rapidly, but the law has not kept pace with the times. When people use wearables or other mobile health apps, they first have to sign a privacy consent form. Not signing it means they can't receive their services, but once they do, it means the user's information becomes part of someone else's data set, and that data that people don't care about is often important. For example, a company program called Strava has a location feature, and in the Syrian war, American soldiers using Strava exposed their location and movements [12]. Most people today do not understand how valuable their ownership is, especially when faced with consent forms that are voluminous and contain a lot of jargon, and people tend to sign them without being familiar with the security policies of the application [13], which is an urgent problem.

Finally, the GINA (Genetic Information Non-Discrimination Act) also has limitations. Although it prohibits insurance companies and businesses from discriminating against genetic information, its focus is not on limiting access to personal information but on protecting the person from discrimination if the information is accessed, and only from a small percentage of discrimination. It is difficult for the law to limit the way other people look at you and talk about you in private once they know your information. Similarly, with the use of big data, many disease risks are predictable, but current laws cannot limit how companies or insurance companies treat this category of people who are currently healthy but at high risk of disease.
3.2.2. It is difficult to define the level of protection of data. The time and cost involved would be enormous if each use of someone else's information had to be communicated and consented to, and the use and scope of the data would need to be communicated, and the need for data providers to approve consent forms one by one would also be a problem for them, which would be a huge blow to both researcher motivation and academic development. Similarly, over-protection of data can also have an impact on research results. For example, when data from multiple regions is needed for comparison, it is difficult for researchers to link highly de-identified data [14] and the data will become fragmented, which will be a serious obstacle to the development of the technique. But too much open information will violate the privacy of the general public, so it is difficult to define the level of protection for data.

4. A viable way forward
Facing the risks and problems brought by the era of big data, it is urgent to propose feasible solutions for the rational use of big data in the medical field.

First of all, it is extremely important to improve the legal system; laws are not static and should be an ongoing effort to change with the development of society [15], especially laws like HIPAA that protect medical data should be kept up to date with the rapid development of technology. In today's world, where technology companies like Apple and Google continue to squeeze the coverage of the law and the scope of what HIPPA actually protects is decreasing, it is important to establish a system of corporate accountability. In fact, as early as 2016, Europe enacted the European General Data Protection Regulation (GDPR), which proposed that any company and organization would be subject to privacy laws, and the scope of protected information was expanded to include any information related to individuals [16], which greatly improved the protectiveness of the law for privacy. The second is to face the problem of re-identification of desensitized medical data. Big data analytics software can be the use of more advanced encryption algorithms, and studies have shown that the use of pseudonymized enhanced de-identified input patterns can significantly improve the accuracy of results [17]. Finally, it is important to develop public awareness of ownership, as many people do not yet have a clear understanding of the importance of the medical data they generate and the value of data ownership, and knowledge of this can help them better protect their privacy. Of course, making lengthy information sheets shorter and easier to understand is also a possible approach.

5. Conclusion
Many fields have flourished in the era of big data, and at the same time, many challenges have been raised. This paper discusses the privacy issues of big data in medicine from the basic concepts, existing problems and causes of the problems, and concludes with a possible way forward, but some problems remain, such as it is difficult for the law to define whether there is privacy in the face of indirect information generation. infringement, and can only be reluctantly addressed through increased corporate accountability. This paper is also limited by the legal protection of privacy on the one hand, and the need for a large amount of data for academic development on the other. In future research, we can explore what the appropriate scope of legal protection should be, and whether there are better solutions to face the problem of indirect information generation.
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